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Abstract: While Cyber CounterIntelligence (CCI) has been a distinctive specialisation field 
for state security structures internationally for well over a decade, recently there has been 
growing recognition of CCI’s significance to non-state actors. CCI is central to proactively 
mitigating cyber risk and exploiting opportunities. With the growing recognition of 
CCI’s significance comes an appreciation of its complexity. CCI is all about out-
thinking and outwitting adversaries. This article advances a conceptual matrix that can serve 
both as a high-level ‘pocket guide’ for outsmarting adversaries and as an aid to academic 
research.

Keywords: Cyber Security, Cyber Counterintelligence, Risk Management, Offensive Cybersecu-
rity, Threat Intelligence, Information Warfare, Information Operations

Introduction 
Nation states and non-state organisations are increasingly targeted not only by adversarial 
state actors, but also by other classes of actors with significant intelligence capacities, such as 
crime syndicates, competitors, and some corporate entities (Coats 2018; Symantec 
2018). Concomitantly, there has been a sharp increase in the number and the scale of state and 
non-state actors’ utilisation of cyber space for intelligence gathering. In 2018, the number of 
“Targeted Attack Groups” tracked by Symantec, for example, stood at 155, a staggering 78% 
increase from the 87 groups monitored in 2015 (Symantec 2018, 2019). According to 
Symantec (2019) ‘intelligence gathering’ was a primary motive for 96 % of attacks by 
these groups during 2018. As is clear from Figure 1, intelligence gathering dwarfs other 
known attack motives. 

Figure 1: Targeted attack groups: Known attack motives (Symantec 2019)
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• A cursory overview of the CCI matrix and its two composite parts (namely a vertical
plane and a horizontal plane);

• A description of the CCI matrix’s horizontal plane which explains CCI’s passive-active
and defensive-offensive modes;

• A discussion of the CCI matrix’s vertical plane by explaining the different levels of
CCI’s execution—namely strategic, operational, and tactical-technical;

• A case study illustrating the CCI matrix’s application;
• The authors’ conclusions.

Overview of the CCI Matrix 
The CCI matrix advanced in this article is a three-dimensional concept comprising a vertical and 
horizontal plane, which is graphically presented in Figure 2, below: 

 Figure 2: The cyber counterintelligence matrix 
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The countering of adversarial intelligence gathering through cyber means is cyber counterintelli-
gence’s signature role. While cyber counterintelligence (CCI) has been a distinctive specialisation 
field for state security structures internationally for well over a decade, there is now growing rec-
ognition of CCI’s significance also to non-state actors. CCI is gaining main stream traction and is 
seen as central to proactively mitigating cyber risk and exploiting opportunities. The cybersecurity 
vendor Panda Security (2018:1), for example, recently observed that CCI has increasingly become 
“more significant among larger companies”. Also, for smaller role players lacking the resources 
for a fully-fledged capacity, CCI offers a way of thinking and an approach towards more robustly 
asserting their cyber interests (Jaquire, Duvenage & von Solms 2018).

With the growing recognition of CCI’s significance comes an acknowledgment of its complexity. 
CCI is not an easy-to-use add-on or plug-in. It is all about the meticulous out-thinking 
and outwitting of actual and potential adversaries. This article advances a matrix that can serve 
as a concise, high-level ‘pocket guide’ for outsmarting adversaries through a robust CCI 
effort. Premised on CCI’s passive-defensive and active-offensive dimensions, the matrix (1) 
guides the optimal deployment of offensive and defensive tools and techniques; (2) 
synchronises and integrates CCI with organisational processes; and (3) aids the configuration 
of a CCI posture best suited for organisations’ varying requirements. 

The remainder of this article consists of five parts: 



The CCI matrix’s horizontal plane depicted in Figure 2 represents the four quadrants of the 
CCI posture, namely

• Passive-defensive
• Active-defensive
• Active-offensive
• Passive-offensive

The CCI matrix’s vertical plane aligns CCI with broader organisational processes (such as 
counter-intelligence—CI) at the three organisational levels/layers on which CCI operates, 
namely 

• Strategic
• Operational
• Tactical/Technical

This section briefly outlined the CCI matrix’s composition. The next s ection explains t he CCI 
matrix’s horizontal plane. 

Horizontal Plane of the Matrix: The Cyber Counterintelligence Modes
As noted in this article’s introduction, CCI is not an easy-to-use add-on or plug-in. To be 
effective, CCI needs to be executed as part of an organisation’s counterintelligence (CI) efforts. 
Because it is a CI subset, CCI is underpinned by time-tested CI principles, notions, and concepts.  

Counterintelligence fundamentals underpinning the CCI matrix
The CCI matrix’s horizontal plane is premised on two fundamental CI notions. First, for a 
significant part, the wide array of CI tools and techniques can be used for both defensive and 
offensive purposes. Secondly, both offensive and defensive tools can be deployed passively and/
or actively. Flowing from these two assertions, the authors infer four modes for deploying CI 
tools and techniques, namely passive-defensive, active-defensive, passive-offensive, and active-
offensive. Within CI generally, these modes can be summarised in tabulated format in Figure 3, 
below, which was adapted from Duvenage and von Solms (2013), as compiled from 
narratives in Prunckun (2012) and Sims (2009).
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Figure 3: Four-sector counterintelligence matrix (adapted from Duvenage & von Solms 2013; Prunckun 2012; Sims 
2009)

*Covert action, in the context of its use in Figure 3, denotes the targeting of an adversary
through the influencing of events, conditions, individuals, groups, or institutions to the benefit of
a sponsor in a manner not attributable to the sponsor or offering plausible deniability. Influencing
is achieved through measures that vary from paramilitary and political actions to propaganda and
intelligence assistance.

Application of the four sector CI matrix to CCI
The four-sector CI matrix is applicable to the full spectrum of CCI tools and techniques. At the 
one end of the spectrum, conventional Intrusion Prevention Systems (IPS)/Intrusion Detection 
Systems (IDS) serve as examples of passive-defensive tools. At the other end of the 
spectrum, a cyber weapon designed to destroy, disrupt, or manipulate an opponent’s systems 
constitutes an active-offensive tool. CCI tools and techniques can seldom be pigeonholed as 
having only a defensive or offensive purpose, or as being either active or passive. It must be 
emphasised that, for the most part, tools and techniques are useful to two or more of the four 
modes. A honeynet, for example, can be used passive-offensively (for example, to feed 
disinformation to an adversary) and active-defensively (such as to collect information on an 
opponent). The multiple uses of CCI tools are discussed comprehensively in earlier research 
(Jaquire 2018; Duvenage 2019). For purposes of this article, only a small selection of these tools 
and techniques are plotted in Figure 4, below.
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Figure 4: A variety of CCI tools and techniques plotted on the CCI Matrix’s horizontal plane 

As an academic construct, Figure 4 is useful to categorise CCI tools and techniques and to explain 
their relationship with other non-cyber CI tools and techniques. 

In CCI practice, Figure 4 could have the following three uses:

1) Ensure each CCI tool is utilised to maximum effect. Since most tools and techniques can
have more than one purpose, they should be measured against the CCI matrix with the
following question: ‘In addition to its initially intended role, in what other modes can the
tool or technique be used?’. Figure 4, above, for example, depicts a honeynet deployed in
both the active-defensive and passive-offensive modes. A honeynet can also, if required,
be used to facilitate hacking back and deploying cyber weapons (active-offensive). If oth-
erwise configured, a honeynet could also be deployed in tandem with IDS/IPS (passive-de-
fensive). In this hypothetical example, a honeynet is therefore relevant to all four modes.

2) Synchronise CCI tools/techniques with other CI tools/techniques. The plotting of CCI and
other CI tools/actions in Figure 4, above, aids the synchronisation of efforts and thus opti-
mises the effectiveness and integration of CCI with the overarching CI effort. In addition to
CCI, the broader CI effort includes Human Intelligence (HUMINT) and additional non-cy-
ber technical means. The synergy required between CCI and broader CI can be explained
more practically by means, on one hand, of a conventional human double agent, and on
the other hand, of a cyber honeynet and sock puppet. The feeding of disinformation
through a human double agent should be congruent with disinformation planted in an
organisation’s honeynet and its sock puppets’ ‘actions’. Inconsistencies between these
feeds of disinformation could compromise both CI human operations and CCI
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operations. The opposite is also true—synchronising CI human operations and CCI 
actions maximises effect and impact.

3) Configure the CCI posture in accordance with the type and needs of a specific organisa-
tion. The matrix in Figure 4, above, can aid in configuring a CCI posture that is best
suited for an organisation’s varying requirements. In this illustration, a comparison is
made between the CCI posture of a nation state and that of a health care provider. A
nation state and health care provider will both allocate substantial resources to the
passive-defence quadrant. However, a nation state will also typically devote
significantly more resources to the three other quadrants. It is important to note that a
health care provider should devote at least some resources to quadrants other than the
passive defensive. The degree and nature to which a health care provider would engage in
the offensive quadrants will, of course, be determined by numerous factors which include
legal considerations and cooperation with state authorities on specific offensive actions.

Figure 5, below, depicts the preceding narrative comparison of a nation state’s and a health care 
provider’s respective CCI postures.  

 Figure 5: Juxtaposing CCI postures of a nation-state security structure and a health care provider 

The degree and nature to which a health care provider would engage in the offensive quadrants will 
of course be determined by numerous factors, which include legal considerations and cooperation 
with state authorities on specific offensive actions. This comparison is illustrated in Figure 5, 
above. Implicit in this comparison is the notion that the configuration of the organisation’s CCI 
posture on the strategic levels (interests, goals, and strategy) will ultimately shape CCI activities 
on the operational and tactical-technical level. These different levels are discussed in the next 
section as the CCI matrix’s horizontal plane.
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Vertical Plane of the CCI Matrix: Levels of Execution 
The CCI matrix’s vertical plane explains the various levels on which CCI functions and integrates 
CCI with the broader organisational postures and processes. Since CCI is a CI subset, the impor-
tance of synchronising and integrating CCI with the organisational CI endeavour on all levels can-
not be overemphasised. As was the case with the development of the horizontal plane, the design 
of the vertical plane is based on a well-established CI notion, namely the three levels of execution 
(strategic, operational, and tactical). These levels and their interplay have been described in more 
detail in existing research, including van Niekerk and Duvenage (2016); Duvenage, Jaquire, and 
von Solms (2016); Stech and Heckman (2018); and Jaquire (2018). The authors developed the 
synopsis shown in Figure 6, below. 

Figure 6: Synopsis of the levels of CCI execution (adapted from Duvenage, Jaquire & von Solms 2016)
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Figure 6, cont'd: Synopsis of the levels of CCI execution (adapted from Duvenage, Jaquire & von Solms 2016)
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This section discussed the CCI levels of execution within within the CCI matrix’s vertical 
plane. The next section illustrates the matrix’s application by means of the Stech and Heckman 
(2018) hypothetical case study. 

The CCI Matrix in Practice—A Hypothetical Case Study 
As was observed earlier in the article, the organisation’s CCI posture on the strategic level 
(interests, goals, and strategy) will shape CCI activities on the operational and tactical-technical 
levels. It then logically follows that strategy and operational objectives will determine the 
offensive-defensive, passive-active modes on a tactical-technical level. This point, as well as 
the application of the authors’ CCI matrix, are illustrated by the Stech and Heckman (2018) 
proposition on a ‘cyber counterintelligence framework in active defense’. Utilising a 
hypothetical case study of a NATO campaign against Advanced Persistent Threat (APT) actors



• Support NATO strategic deception goal: Convince Russian authorities their cyber intelli-
gence supports propaganda but is not ready for kinetic war against NATO.

• Active & Passive CCI Defense: Reduce and eliminate effectiveness of APT28 tactics, tech-
niques, and procedures for espionage. Eliminate or counter APT28 and APT29 malware
and tradecraft.

• Passive CCI Offense: Poison APT28 and APT29 intelligence stream with deception mate-
rials; eliminate, corrupt, or covertly take over control of attackers’ command and control.

• Active CCI Offense: Feed Russian espionage units with false information (such as feed
APT29 false information about actions and effects of APT28, and vice versa).

• Support apparent intrusion successes with cyber and non-cyber strategic NATO deception
operations.

In extending the strategic goal and operational objectives to the tactical-technical level, Stech 
and Heckman (2018) apply the four-sector matrix (advanced per Figure 3, above, and further 
developed in Figures 4 and 5, above, of this article) to the hypothetical NATO-Russia case study. 
This is done by means of the table in Figure 7, below.
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associated with Russia, APT28 and APT29, Stech and Heckman (2018) pose the following as 
NATO’s strategic CCI goal and operational objectives:

Figure 7: Hypothetical NATO cyber CI operations against cyber espionage threat (Stech & Heckman 2018)
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This section illustrated the application of a four-mode, three-tiered CCI matrix by citing Stech 
and Heckman’s (2018) hypothetical NATO case study. The article now proceeds with 
observations on the CCI matrix’s context and significance. 

Conclusion 
This article is written within the context of non-state entities’ growing adoption of CCI in the face 
of escalating targeting by intelligence actors of various categories. CCI undoubtedly offers a 
prac-ticable approach to protect and advance organisational interests. There is, however, a 
precondition and qualification. Unless it is meticulously configured, CCI is more likely to be 
self-defeating than beneficial. This article advanced a CCI matrix which hopefully could aid 
the configuration of a robust cybersecurity posture and the exploitation of opportunities. On an 
academic level, the CCI matrix might be useful to conceptually structure aspects of research in 
this fast-growing field.
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